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Francesca Rossi’s Keynote@AAAI



Michael Littman’s Keynote@AAAI



5 walls of AI

Trust
Energy
Security

Interaction
Inhumanity



DATAS, AI ALGO, SW, SYSTEMS engineering to design, 
deploy and maintain AI based critical system

Technological pillar

Norm, standard and 
regulation environment 

toward certification

Norms pillar

Ensure the right operational 
exploitation 

Applications
Evaluation Pillar 

Grand Défi

Towards global strategy with coordinated programs and funding (Private, Public) 

How to design, deploy, maintain, certify AI based critical systems ?

Trustworthy & certification AI: 
from data/algo to AI SW & Systems Engineering
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Confiance.ai program 
(Global budget: 45M€, Duration: 4 years)
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Industrial Domains and Criticality

Aeronautics
Automotive Defense 

Energy 

Manufacturing 

Others 

Health 
Railway…

Trusworthy AI Engineering 

Data Eng.

Knowledge  Eng.
Algorithm Eng.

System Eng. Safety/Security Eng.

Human Factors

Data driven AI

Knowledge 
based AI

Hybrid AI

Distributed  &
Embedded AI

AI Scope



Reference environment, tools and use cases

M
et

h
o

d
o

lo
g

ie
s 

an
d

 m
et

ri
cs

 f
o

r 
tr

u
st

w
o

rt
h

y 
A

I

C
er

ti
fi

ca
ti

o
n

 m
e

th
o

d
o

lo
g

y 
fo

r A
I b

as
ed

 
sy

st
em

s

Data and knowledge engineering for Trust

Trust by design of AI component

Characterization, verification and validation of AI 
components

Trustworthy AI for embedded systems

Open / Interoperable / Maintained

Program architecture



An incremental roadmap validated by various use-cases
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Use case ex. 
Maintenance
Perception
Quality control

Use-case ex. 
Forecasting
Optimization
Autonomy

2021 2022 2023 2024
Data driven AI 

Low criticality 

Data driven AI & 
Knowledge based AI

Medium criticality 

Overall AI including 
hybrid AI

High criticality 



Scientific challenges (overview)

 Trustworthy system engineering with AI components
 Qualify AI-based components and systems 
 Building AI components with controlled trust
 Embeddability of trustworthy AI

 Trust and learning data
 Qualify data/knowledge for learning
 Building data/knowledge to increase confidence in learning

 Trust and human interaction
 Trust-generating interaction between users and AI-based system
 Trust-generating interaction between designer/certifiers and  AI-based systems



2 examples of use cases

 Renault : welding 
defaults detection

Valeo : urban
scene interpretation



Confiance.ai Ecosystem



A larger view of the Thrustworthy AI Ecosystem
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AI Next

TAILOR
Foundations of Trustworthy AI 

– Integrating Reasoning, 
Learning and Optimization



Workshop Agenda

10:25 Can we measure trust? Agnès Delaborde (LNE, Laboratoire National de Métrologie et d’Essais)

10:40 Justifying trust in AI/ML system using Engineering Models and Assurance Cases, Eric Jenn (IRT 
Saint-Exupéry), Morayo Adedjouma (CEA List)

10:55 How to trust your data: challenges to increase confidence in the data lifecycle of critical systems, 
Flora Dellinger (Valeo), Camille Dupont (CEA), Xavier Perrotton (Valeo)

11:05 Questions

11:10 Building labelled datasets for real-world tasks with active learning, Thomas Dalgaty (CEA), Fritz 
Poka Toukam (CEA), Oriane Simeoni (Valeo), Spyros Gidaris (Valeo), Hedi Ben-Younes (Valeo), 
Nicolas Granger (CEA), Camille Dupont (CEA)

11:25 An information geometry approach to Randomised smoothing, Hatem Hajri (IRT SystemX), Pol 
Labarbarie (IRT SystemX)

11:35 Uncertainty Quantification for Customers Demand Forecasting, Marc Nabhan (Air Liquide)



www.confiance.ai
contact@irt-systemx.fr
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